
Thanks to BCTC member Mike Lester for this headsup.  Mike's comments are below.  I deleted the download 

attachment to avoid accidents. 

 

 

FYI 
Called Bank of America.  This is fishing expedition.  Email address looks kosher. 
Do not open.   B of A will never send an email asking you to go to another link. 
They will only ask you to go to their official web site. 
Mike Lester 
 
- - - - - - - - - - - - - - - - - - - - - - - - - - 
 
From: "Bank of America" <onlinebanking.alerts.notification@bankofamerica.com> 
Subject: Online Banking Alert: Your phone request change(s) in Process 
Date: March 24, 2016 at 5:50:55 PM EDT 
To: Recipients <onlinebanking.alerts.notification@bankofamerica.com> 
 

        To ensure delivery, add  onlinebanking@ealerts. bankofamerica.com  to your 

address book 

    

 

 

  

Online Banking Alert
 

 

 

  

  

Dear Customer 
  

We have received an order by phone from you or someone other than you to make 

changes to one or more of your Bank Of America Online Banking Profile. 

If you did not authorize this change(s) Please Download Attachment of your Bank Of America Verification 

Page and open in a browser to Continue verification to cancel this change. 

download and open the attachment and verify your details and ensure to be accurate. Also, note that 

entering invalid entries to your details will lead to Online Account lock down.  
 

Failure to abide by these instructions may subject to your bank of america online restrictions 

or inactivity. 

  

Security Checkpoint: This email includes a Security Checkpoint. The information in this section lets you know 
this is an authentic communication from Bank of America. Remember to look for your SiteKey every time you 
sign in to Online Banking. 
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